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Abstract:  This paper provides background on why the both alternative and replaced s-NSSAIs should be provided the UE, NG-RAN and CN NFs handling a replaced network slice
1. Introduction/Discussion

The KI#1 work is about replacing a network slice with an Alternative network slice in a CN-driven manner (i.e. the decision is taken by the CN). The main causes of replacement have been considered to be local to the CN (e.g CN congestion/overload of CN NFs maintenance for the NFs in the network slice). OAM could also trigger for other reasons but ultimately the AMF triggers the replacement.

The replacement of a network slice due to CN reasons per se should not imply the RAN resources are necessarily congested or unusable. It should also not necessarily imply that the UEs that natively (ie. as normal course of operation) use the alternative network slice and the UE that use this network slice due to replacement should be treated the same way in the system. There are several aspects we need to take care of in the specifications to properly support the network slice replacement concept:

1) Should only the alternative network slice resources in the RAN be used or the the replaced network slice resources in the RAN, or both?
2) Is the NS-AoS of the original slice or the NS-AoS of the alternative network slice applicable,
3) Should the system treat the PDU sessions that natively use the alternative network slice resources and the sessions that use the alternative network slice resources due to replacement of network slice the same way? If not, how can the system identify and differentiate the PDU sessions that are part of a network slice replacement in the system?
4) Are there any charging implications? i.e. do we need to collect at SMF charging data that indicate that a PDU session is established in the network slice due to replacement?

5) What is the impact of network slice replacement on Network slice specific Random Access and cell reselection?

6) How is RRM influenced if e.g. we need to keep the UEs that use a network slice as replacement in the CN on the original network slice Ran resources?

It should be noted that a network slice is a logical pooling of RAN and CN resources end to end that virtualize a logical network. So, when a network slice is used natively it can be represented like in figure 1.
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Figure 1: logical view of a network slice
Before the replacement of a network slice the network slice end to end is identified by resources it can access in the RAN and resources it can access in the CN. In this case in figure 2 these are the resources identified by S-NSSAI 1
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Figure 2: logical view of the S-NSSAI 1 slice
The alternative network slice (S-NSSAI 2), on the other hand in the network is viewed as in figure 3
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Figure 3: logical view of the S-NSSAI 2 slice

It should be noted that the alternative network slice 2 is not created at run time due to the fact certain UEs cannot e.g. use the replaced network slice anymore. Rather, the alternative network slice is a deployed network slice other UEs or even the same UE are using for sessions natively. When the replaced network slice can no longer be used for the sessions of a UE, a group of UEs or all UEs, then this is a run time event that needs to be handled in a careful manner not to disrupt the session and UEs that are already using the Alternative network slice natively. We need therefore to ensure that the RAN resources of the replaced network slice if available are not needlessly kept idle, hence it may well make sense that we virtualize for the PDU sessions that are subject to network slice replacement a run time logical network that consists of the RAN network slice resources of the replaced network slice and the CN network slice resources of the alternative network slice like in figure 4.

[image: image4]
Figure 4: run time logical network slice with S-NSSA 1 RAN resources and S-NSSA 2 CN resources
The scenario in figure 4 is quite plausible when the issue is confined e.g. to some CN NF and some UEs but this does not affect the RAN and maybe not all the UEs in the network slice (e.g. when PCF determines only some UEs needs to undergo the replacement, or only some UEs that are served by specific NFs). On the other hand it may also be possible that the operator allows the PDU sessions to access also the resources of the alternative slice (maybe prioritizing the resources of original slice or the resources of alternative slice if necessary based on policy). If so the UE and PDU sessions subject to network slice replacement in this case are virtually handled by means of a logical network that consists of the RAN network slice resources of the replaced network slice and the alternative network slice, and the CN network slice resources of the alternative network slice like in figure 5.
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Figure 5: run time logical network slice with S-NSSA 1 and S-NSSA2  RAN resources and S-NSSA 2 CN resources

Of course the system may be set up to handle UEs exclusively in the Alternative network slice and just to use the Alternative network slice resources as in figure 6 (this is the case when the full network slice of S-NSSAI 1 is taken out of service).

[image: image6]
Figure 6: run time logical network slice with S-NSSA 2 RAN resources and S-NSSA 2 CN resources

All this can be a preconfigured policy but this is a quite limiting factor as if several slices are replaced by one slice we may need to decide at run time the right resource allocation policy for the specific case (e.g. a network slice that experienced a temporary congestion in CN may be served by a run time slice like in figure 4, but if the same slice needs to be taken out of service end to end for some time then the network slice should be replaced as in figure 6). Hence, we propose:
Proposal 1: at run time the system should identify which slice is subject to replacement by indicating in the allowed NSSAI and in the PDU sessions context both the original slice and the alternative slice. The resource allocation policy may be signalled by means of a Replacement Assistance Information that is sent by the AMF to the NG-RAN and to the UE. 

Proposal 2: The NG-RAN uses the Replacement assistance information for the replaced slice with the alternative S-NSSAI to determine what resources are to be used and RRM policy.
Proposal 3: The UE uses information on the replaced and alternative slice to trigger PDU session establishment and modifications including both slices and uses the Replacement assistance information to ensure that the UE can use this to influence the network slice aware cell reselection and random access.
It should be also understood that the NS-AoS of the S-NSSAI 1 and S-NSSAI 2 slices are not necessarily the same.
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Figure 7: non homogenous NS-AoS

So the logical Replacement network slice at run time needs to be scoped in terms of NS-AoS. Irrespective of the resource usage policy, the system can be configured to use the replaced S-NSSAI 1 NS-AoS, or the Alternative NS-AoS. 3GPP should not limit the operator’s choice to just use the target (alternative) slice NS-AoS and the NG-RAN resources, and hence if the NG-RAN is aware of the replacement and the S-NSSAI 1 with S-NSSAI 2 so the NG-RAN can limit the mobility of sessions to just the original slice NS-AoS based on resource usage policy (e.g. what the NG-RAN receives in the Replacement assistance information) or other configured policy specifically targeting the NS-AoS aspect of the run time replacement slice.
In addition, all NFs of the Alternative network slice can have a policy to prioritize the native PDU sessions, or even the replacement PDU sessions depending on which the replaced network slice is. Therefore, the network nodes need to be aware of both S-NSSAIs.
Lastly, the CHF should receive in the CDRs the fact certain data volume of a PDU session is related to a slice replacement and not a native session related data volume so the operator can apply differentiated charging.
In view of all of the above we expect that the SMF, UPF, NG-RAN need to be notified of the replaced and alternative S-NSSAI at all times so these are used for charging and resources management.
2. Conclusion

It is proposed that 

· The replaced and alternative S-NSSAIs need to be signalled to the UE, RAN, AMF, SMF, UPF for resource management and charging reasons.

· Whether the RAN resources of the replaced S-NSSAI or the alternative S-NSSAI or both are used can be determined by a Replacement Assistance Information in the UE and in the network

· The NS-AoS of the replaced network slice can be respected if the system is configured by the operator to do so, based on awareness of both the replaced and alternative s-NSSAI for the related PDU sessions in the UE context in the RAN and AMF.
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